
Notice and Consent 
1. Definitions 

The following definitions are used in this document: 

“Anti-Corruption Legislation” means all relevant laws, regulations and industry codes prohibiting bribery and 
related forms of corruption in the public and private sectors. 

“Personal Data” means information that can be used to identify any individual to whom the information may 
relate, such as name, address, date of birth, etc. 

“Questionnaire” means the online Third Party Representative Questionnaire made available through 
Securimate’s website and completed by the Respondent.  

“Related Party” means all persons and organizations mentioned by the Respondent in the Questionnaire or 
affiliated with the Respondent. 

“Respondent” means the organization or individual: 

a) applying to Teva to become a Third Party Representative; or 

b) already engaged by Teva as a Third Party Representative. 

“Securimate” means Securimate, Inc. 

“Sensitive Personal Data” means Personal Data of a sensitive nature, as defined in applicable data protection 
legislation, including Personal Data relating to criminal history or offences committed and positions or 
candidatures for positions in political parties or public office. 

“Third Party Representative” means (1) any joint venture partner or consortium partner, any entity with which 
Teva has a partnership agreement, or any entity with which Teva shares equity in another entity; (2) any party to 
whom Teva sells or provides products and who, in turn, resells or provides such products to anyone other than 
an end user, including through a local licensing agreement; (3) any non-employee individual or entity paid by 
Teva that may reasonably be expected to deal with government officials, customers or potential customers, or 
political parties, on Teva’s behalf. 

“Teva” means Teva Pharmaceutical Industries Ltd. or any affiliated company of Teva Pharmaceutical Industries 
Ltd., to whom, as the case may be, the Respondent: 

a) is applying to become a Third Party Representative; or 

b) already provides services. 

 
2. Notice 

Teva expects Third Party Representatives to abide by ethical standards similar to those of Teva and to 
comply with all applicable laws.  The completion of the Questionnaire is required by Teva to enable it 
to evaluate the Respondent. 
The purpose of this document is to explain how Teva will process the Respondent’s information 
collected and to gain the Respondent’s and Related Parties’ consent to such processing. 
Teva will use information collected to evaluate the Respondent’s business practices and ensure 
compliance with Anti-Corruption Legislation and other applicable laws. This processing could include 
legal analysis of the information to determine whether a breach of relevant laws has occurred or might 
occur, as well as for the purpose of implementing appropriate measures to resolve any identified 
compliance issues.  This information will not be used, transmitted or processed for any other purpose, 
except to confirm the accuracy of the Respondent’s responses.  The use of the information provided 
may include conducting background checks on the Respondent and any Related Parties mentioned in 
the Questionnaire. 
Teva UK Limited of Ridings Point, Whistler Drive, Castleford, West Yorkshire WF10 5HX, United 
Kingdom is a data controller in respect of Personal Data collected through the Questionnaire from 
Respondents located in the European Economic Area, Bosnia & Herzegovina, Kosovo, Macedonia, 
Serbia and Switzerland.  For all other countries, Teva Pharmaceuticals USA, Inc. of 1090 Horsham 
Road, North Wales, PA 19454, USA is responsible for the processing of Personal Data.  Personal Data 
may be transmitted to other Teva affiliates, Teva employees, external legal counsel, other external 



advisors and/or regulatory authorities located in countries outside the Respondent’s and Related 
Parties’ country of residence, business or incorporation.  Such countries’ laws protecting Personal Data 
might not be equivalent to those in the Respondent’s and Related Parties’ country of residence (in which 
case Teva UK Limited or Teva Pharmaceuticals USA, Inc. (as applicable) shall enact reasonable 
measures to ensure adequate processing of personal data).  Teva will carry out the storage and retention 
of this information in accordance with Teva’s policies and procedures and applicable laws and 
regulations. 
For more information on how Securimate processes Personal Data, its privacy policy can be found at 
www.securimate.com/about-us/policy/privacy-policy/ 

 
3. Who to Contact 

The Respondent or any Related Party may contact the following addresses for any questions or enquiries related 
to this document, to request access to their Personal Data,: or to modify inaccurate or expired Personal Data: 

In the European Economic Area, Bosnia & Herzegovina, Kosovo, Macedonia, Serbia and Switzerland: 
ThirdPartyProgramEU@tevapharm.com 

In the rest of  the world: ThirdPartyProgramGlobal@tevapharm.com. 

 
4. Consent 

By submitting the Questionnaire, the Respondent certifies, agrees, and acknowledges:  

a) The information provided in the Questionnaire or in subsequent follow-up enquiries includes Personal Data 
and may include Sensitive Personal Data (for the avoidance of doubt, further references in this document to 
Personal Data include all Sensitive Personal Data, where applicable), the collection, use and disclosure of 
which may be subject to data protection laws; 

b) All Personal Data provided will be collected lawfully and properly in accordance with applicable data 
protection laws; 

c) He/she is duly authorized to respond to the Questionnaire and requests on behalf of the Respondent and to 
agree to the conditions set out in this document on behalf of the Respondent; 

d) The Respondent is duly authorized on behalf of all Related Parties to which Personal Data relates to provide 
that Personal Data to Teva, and the Related Parties have, to the extent required by applicable laws, been 
informed and have consented to the collection, processing, transfer and use of their Personal Data as 
contemplated in this document; 

e) Where any Related Party informs the Respondent that he/she has revoked his/her consent for the processing 
of his/her Personal Data as contemplated in this document, the Respondent must immediately inform Teva 
of this fact; 

f) Teva may collect, process, store, use, disclose and transfer Personal Data provided to evaluate the 
Respondent’s business practices and ensure compliance with all Anti-Corruption Legislation (including using 
external sources to review this Personal Data).  This may include carrying out background checks on the 
Respondent and Related Parties, including, to the extent permitted under applicable law:  

• identification verification; 

• criminal records checks; 

• media record searches; 

• searches against international watch lists; 

• credit checks; and  

• reference checks.  

g) If  a potential issue or query arises, Teva may require the Respondent to provide additional identification 
and other information or documents which it deems necessary; 

h) Personal Data will be transmitted to Teva affiliates, Teva employees, external legal counsel, service 
providers, and/or other external advisors for the purposes described in this document; 
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i) Personal Data may be disclosed to regulatory authorities for purposes of  complying with such authorities’ 
formal or informal inquiries and requests for disclosure of  information in the context of  anti-corruption 
or other investigations and/or for reporting to such authorities or agencies any breach or potential breach 
of  applicable laws; 

j) Personal Data may be transmitted to recipients located in countries outside the European Economic Area.  
Such countries include the United States and other countries whose laws protecting personal data may not 
be equivalent to those in the European Economic Area.  In such cases, Teva shall take reasonable measures 
to ensure the adequate processing of  Personal Data; 

k) All Personal Data is provided voluntarily and the Respondent is aware that without the obtaining of  the 
necessary consents (which may be revoked at any time by contacting Teva as set out in paragraph 3 above), 
the Personal Data will not be processed, however the Respondent may not be able to enter into or continue 
a business relationship with Teva (as the case may be); and 

l) Information that is not Personal Data is collected, processed, transferred or otherwise used in the same way 
Personal Data is collected, processed, transferred or otherwise used as described in this document and any 
disclosure of  such information shall not be a breach of  confidentiality towards the Respondent or a Related 
Party. If  a potential issue with the Respondent is identified by Teva, Teva may require Respondent to provide 
additional information or documents that it deems necessary. 


